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~ SENIOR-LEVEL INFORMATION SECURITY MANAGEMENT ~ 

Operational Process Analysis ♦ Leadership ♦ Productivity and Efficiency ♦ Improvement, Project 

Planning/Execution ♦ Customer Satisfaction ♦ Multi-Site Operations ♦ Total Quality Management 

Continuous Improvement of Operational Processes/Standards ♦ Cross-Functional Team 

Leadership Training and Leadership Development ♦ Problem Solving and Decision Making ♦ 

Planning and Deployment of Operational Assets ♦ Operating Infrastructure ♦ Sales and Business 

Development Presentations and Training ♦ Staff Development ♦ Motivation 

PROFESSIONAL PROFILE 

Experienced IT Professional with a track record of generating service, implementing security controls and 

solutions, proficient in consultant services and providing project leadership. I am skilled with equal parts 

technical aptitude, business acumen and a consultative approach to finding creative security solutions to 

real customer problems and building long term engagements. With a combined 15 + years of experience 

as a network administrator, solution specialist and technical account manager. I am confident, highly 

capable, qualified in leading projects, network administration and security consulting to meet customer 

expectations to be a valuable asset to any organization. 

 

PROFESSIONAL CERTIFICATIONS 
 

 Security+ ce – Comp001020526194  

 ISO/IEC 27002 – 4983359  

 VMware – VTSP & VSP 

 CHFI – ECC032092  

 CISM– Fall 2015 

 

EDUCATION 

 University of Maryland University College, Adelphi, MD  

 Bachelor of Science in Information Systems Management – (12/2010) 

 Minor of Project Management for IT Professionals – (12/2010) 

 Masters of Science in Cyber Security & Cyber Space – (11/2014) 

PROFESSIONAL SKILLS 

 Experienced in C- level briefings    

 Experienced Senior Operational Lead Professional  

 Experience in Business Analysis and Intelligence  

 Experienced with DHS Cyber Security Evaluation Tool (CSET)  

 Experience with Salesforce CRM  

Experienced in Network and System Security  

 Familiar with Wireshark  

 Familiar with Cryptool  

 Familiar with Nessus & NMAP  

 Experienced in delivery of Symantec Security & Storage suites 

 Familiar with Still Secure Network Access Control (NAC) suite  

 Experienced in fostering and leading projects to technical closure  
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 Lead tiger teams to address virus outbreaks, solution outages/mitigations  

 

PROFESSIONAL EXPERIENCE 

  

Senior Consultant (Independent Contractor) 2/2015-Present 

 Enhance the existing Symantec SIM solution  and potential upgrade the latest Symantec 4.8.1 

 Enhance current security logging and monitoring policy/procedures and resources 

 Established Security logging and monitoring policies and procedures 

 Lead consultant to identify new SEIM security monitoring 

 Lead consultant to define security monitoring process with third party service provider (on or off 

premises).  To establish long term monitoring from a Security Operations Center (SOC) that 

aggregates threat intelligence and vulnerability management, security monitoring, and security 

incident response. 

 Develop IA long term event monitoring plan 

 Publish Security policies and standards 

Senior Consultant (Independent Contractor), JLGOV LLC, Virginia Beach, VA, 2013-present  

 Capable of implementing cyber security controls and standards; DISA STIGS, NIST, ISO and 

ITIL. 

 Document process steps end-to-end and present to IT Security auditors & Executive management  

 Evaluate existing information systems to address control deficiencies and recommend 

enhancements  

 Teamed with clients to analyze and document security framework processes and policies 

 Collaborated with partner organizations to ensure compliance with established government 

system requirements   

 Conduct C- level technical briefings on security solutions to drive business decisions 

 Negotiate vendor/distributor terms, pricing, support, RFP deliverables and expansions 

 Manage projects from inception, prioritization, resource allocation, budgeting, analysis, 

development 

 Managed Customer Relationship Management (CRM) small to medium size projects  

Technical Account Manager (SE) (Pre-Sales: Healthcare Vertical), Symantec Corporation, Herndon, 

VA, 2010-2012  

 Managed all accounts in go-to-market model to qualify leads and prospects.  

 Customer conduit obtain technical acceptance on active opportunities.  

 Project management of large scale projects. 

 Provided proof of concept against competitor base solutions (i.e. Juniper, Cisco, Brocade).  

 Responsible for C-level technical briefings to drive business decisions.  

 Security engineer to conduct presentation to obtain business needs and drivers to develop designs 

and proposals. 

Senior Security Consultant (DoD Classified Projects), Symantec Corporation, Herndon, VA, 2005-

2010  

 Served as Operational Lead to oversee Symantec solution migrations, upgrades and health 

checks.  
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 Performed pre-engagement planning and created product documentation to satisfy customer 

requirements.  

 Conducted executive level product presentations and demonstrations.  

 Assisted Information Assurance team to achieve SLA revenue objectives.  

 Conducted scheduled product and feature updates to maintain customer awareness.  

 Supported major SSIM deployment for USMC 

 Teamed with customer to implementing of cyber security controls and solutions to follow; DISA 

STIGS, NIST, ISO and ITIL standards  

Network Administrator/Site Lead, BAE Systems, McLean, VA, 2002-2005  

 Managed twelve-member team and responsible for corporate implementations.  

 Designed and steered disaster recovery/backup strategy for managing terabytes of data.  

 Implemented and managed RSA SecureID, lead migration of 5000 user two-factor 

authentication.  

 Managed corporate endpoint security and mail security for Domino/SMTP Gateway 

environment.  

 Maintained configuration management standards and documentation.  

 Assisted with and implemented security audit standards.  

 Managed user accounts and group membership in Active Directory. 

Network Administrator, McKenna Long & Aldridge LLP, Washington, DC, 2000-2002  

 Managed over 1000 Active Directory accounts within the LAN/WAN environment.  

 Developed configuration documentation and server side installations firm-wide.  

 Managed anti-virus and Backup Exec environments to protect core data. 

 


